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1
Decision/action requested

Approve the pCR below
2

Rationale

This contribution proposes a solution for the ciphering key management of broadcast assistance data.
3
Detailed proposal
*** BEGIN CHANGES ***
6.Y
Solution #Y: Ciphering key management
6.Y.1
Introduction
This solution address the key issue #x” the key management of broadcast assistance data”.

The key management of broadcast assistance data should be specified in the current TR. 
6.Y.2
Solution details

The broadcast assistance data ciphering key Kelcsis generated by the LMF in eLCS. It shall be created when the location service is enabled in the network.
Kelcs shall be updated in the following cases:

1.
When the LMF is changed (when the AMF selects another suitable LMF). 

2.
When the timer (may be in the UE or in the LMF) of the Kelcs is about to expire.
3.
When the subscription of the UE is changed. (such as the subscription type, the subscription time of validity, or the service charging is changed)
In these cases, the LMF shall derive new Kelcss and deliver the new ciphering keys to UEs.
6.Y.3
Evaluation

TBD
*** END OF CHANGES ***

